[, COMUNE DI SANT’ANNA ARRESI

one PROVINCIA SULCIS IGLESIENTE

COPIA

VERBALE DI DELIBERAZIONE DELLA GIUNTA COMUNALE

Numero 170 Del 30-12-25

Oggetto: Approvazione Documento valutazione d'impatto sulla protezione dei dati
(Data Protection Impact Assessment DPIA) del sistema di
videosorveglianza comunale (in applicazione del Regolamento Ue 2016/679
sulla protezione dei dati personali).

L’anno  duemilaventicinque, il giorno trenta del mese di dicembre alle ore 12:38 in
Sant’ Anna Arresi, nella Sede Comunale si ¢ riunita la GIUNTA COMUNALE per trattare
gli affari posti all’Ordine del Giorno.

PRESIEDE L’ADUNANZA Dessi Paolo Luigi in qualita di Sindaco

Sono presenti i Sigg.ri ASSESSORI:

Dessi Paolo Luigi Sindaco P
Pintus Teresa Vice Sindaco P (collegato in modalita telematica)
Diana Fabio Assessore P (collegato in modalita telematica)
Fozzi Emanuela Maria Assessore P (collegato in modalita telematica)
Granella Antonio Costantino Assessore A

ne risultano presenti n. 4 e assentin. 1.
PARTECIPA il SEGRETARIO COMUNALE Dessi Gloria.

LA GIUNTA COMUNALE
PREMESSO che la seduta di Giunta Comunale si ¢ svolta in modalitda mista e in
videoconferenza su piattaforma whatsapp, ai sensi del Regolamento avente ad oggetto "
Disposizioni per lo svolgimento in modalita telematica delle sedute della Giunta Comunale
del Comune di Sant’ Anna Arresi" approvato con deliberazione di G.C. n. 23 del 13/04/2022;

VISTA la proposta di deliberazione della Giunta Comunale n. 177 del 29/12/2025
avente ad oggetto Approvazione documento valutazione d’impatto sulla protezione dei dati
(Data Protection Impact Assessment DPIA) del sistema di videosorveglianza comunale (in
applicazione del Regolamento UE 2016/679 sulla protezione dei dati personali.
presentata dall’ASSESSORE Al LAVORI PUBBLICI, VIABILITA, MANUTENZIONE E
DECORO URBANO, PROTEZIONE CIVILE E SICUREZZA che testualmente recita:




PREMESSO CHE il Comune di Sant’Anna Arresi ha installato un sistema di
videosorveglianza all’interno del perimetro urbano al fine di prevenire e reprimere atti
criminosi e tutelare la sicurezza pubblica;

VISTL:

-il Regolamento UE 2016/679 del Parlamento Europeo e del Consiglio del 27 aprile 2016
«relativo alla protezione delle persone fisiche con riguardo al trattamento dei dati personali,
nonché alla libera circolazione di tali dati e che abroga la direttiva 95/46/CE (Regolamento
generale sulla protezione dei dati)» (di seguito RGPD), in vigore dal 24 maggio 2016, e
applicabile dal 25 maggio 2018, il quale prevede che tutti i titolari del trattamento sono tenuti
ad osservare una serie di obblighi per garantire la sicurezza dei dati trattati, ponendo con forza
I’accento sulla “responsabilizzazione” di titolari e responsabili, ossia sull’adozione di
comportamenti proattivi e tali da dimostrare la concreta adozione di misure finalizzate ad
assicurare I’applicazione del regolamento;

-la Direttiva UE n. 2016/680 del 27 aprile 2016 relativa alla protezione delle persone fisiche
con riguardo al trattamento dei dati personali da parte delle autorita competenti ai fini di
prevenzione, indagine, accertamento e perseguimento di reati o esecuzione di sanzioni penali,
nonché alla libera circolazione di tali dati e che abroga la decisione quadro 2008/977/GAI del
Consiglio;

-il D. Lgs. 196 del 30 giugno 2003, recante il “Codice in materia di protezione dei dati
personali”, come modificato, da ultimo, dal D. Lgs. 10 agosto 2018, n.101;

-la “Guida all’applicazione del Regolamento europeo in materia di protezione dei dati
personali” del Garante per la protezione dei dati personali;

RILEVATO CHE all’articolo 4, punto 12, il Regolamento definisce la “violazione dei dati
personali” come “la violazione di sicurezza che comporta accidentalmente o in modo illecito
la distruzione, la perdita, la modifica, la divulgazione non autorizzata o I’accesso ai dati
personali trasmessi, conservati 0 comunque trattati”;

RICHIAMATA la Determinazione Area Amministrativa n. 117 del 17.12.2024 avente ad
oggetto “AFFIDAMENTO DIRETTO SUL MEPA PER IL SERVIZIO DI SUPPORTO
DOCUMENTALE Al FINI DELLA REGOLARIZZAZIONE DEL SISTEMA DI
VIDEOSORVEGLIANZA URBANA INTEGRATA E REDAZIONE DELLA DPIA
(VALUTAZIONE D'IMPATTO PRIVACY) DEL SISTEMA DI VIDEOSORVEGLIANZA
ALLA DITTA NICOLA ZUDDAS SRL, CIG : B4DC2CABC17”;

RICHIAMATA la Deliberazione di Consiglio Comunale n. 10 del 09.06.2025 avente ad
oggetto “Approvazione del Regolamento comunale per la disciplina della videosorveglianza
nel territorio comunale, in ottemperanza al D. Lgs n. 196/2023 e ss.mm.ii ¢ al Reg. Ue n.
679/2016 e ss.mm.ii”;

DATO ATTO CHE:

-la protezione delle persone fisiche, con riguardo al trattamento dei dati di carattere personale,
¢ un diritto fondamentale e che 1’articolo 8, paragrafo 1, della Carta dei Diritti Fondamentali
dell’Unione Europea (“Carta”) e 1’articolo 16, paragrafo 1, del trattato sul funzionamento
dell’Unione Europea (“TFUE”) stabiliscono che ogni persona ha diritto alla protezione dei
dati di carattere personale che la riguardano;

-il Comune di Sant’Anna Arresi, in quanto Titolare del trattamento, ¢ tenuto a mantenere
sicuri 1 dati personali trattati nell’ambito delle proprie attivita istituzionali e ad agire senza
ingiustificato ritardo in caso di violazione dei dati stessi, incluse eventuali notifiche
all’Autorita di controllo competente ed eventuali comunicazioni agli interessati;

RILEVATO CHE:

-la notifica all’ Autorita dell’avvenuta violazione & obbligatoria solo in particolari circostanze;
-il Titolare dovra comunque documentare le violazioni di dati personali subite, anche se non
notificate all’autorita di controllo e non comunicate agli interessati nonché le relative
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circostanze e conseguenze ¢ i provvedimenti adottati, essendo peraltro tenuto a fornire tale
documentazione su richiesta all’autorita di controllo in caso di accertamenti;
CONSIDERATO CHE le persone fisiche devono avere il controllo dei dati personali che li
riguardano e la certezza giuridica e operativa deve essere rafforzata tanto per le persone
fisiche quanto per gli operatori economici e le autorita pubbliche, tenuto conto che la rapidita
dell’evoluzione tecnologica e la globalizzazione comportano nuove sfide per la protezione dei
dati;

DATO ATTO CHE, quando un trattamento pud comportare un rischio elevato per i diritti e le
liberta delle persone interessate (a causa del monitoraggio sistematico dei loro
comportamenti, o per il gran numero dei soggetti interessati di cui sono magari trattati dati
sensibili, o anche per una combinazione di questi e altri fattori), il GDPR obbliga i titolari a
svolgere: o una “determinazione preliminare della possibilita che il trattamento possa
presentare un rischio elevato” in base alla quale stabilire se un trattamento puo, anche solo
teoricamente, presentare un rischio elevato o una valutazione di impatto nel caso in cui la
determinazione preliminare restituisca 1’accertamento della teorica possibilita che il
trattamento possa presentare un rischio elevato;

RILEVATO CHE:

-le norme introdotte dal Regolamento UE 2016/679 si traducono in obblighi organizzativi,
documentali e tecnici;

-tutti 1 Titolari del trattamento dei dati personali, con 1’assistenza del RDP, devono
considerare e tenere presenti che deve essere effettuata una valutazione d’impatto sui dati
trattati, essenziale sia per la revisione dei processi gestionali interni all’Ente, finalizzata a
raggiungere 1 piu adeguati livelli di sicurezza nel trattamento di tali dati, sia alla struttura
organizzativa e gestionale del titolare del trattamento, che in occasione dell’adozione di nuove
misure tecnologiche e di gestione dei dati come nel caso dell’adozione di un sistema di
videosorveglianza di sicurezza;

PRESA VISIONE della seguente normativa:

-il D.L. 20 febbraio 2017 n. 14 “Disposizioni urgenti in materia di sicurezza delle citta” (cd.
Decreto Sicurezza), pubblicato sulla Gazzetta Ufficiale n. 93 del 21 aprile 2017, convertito
con modificazioni dalla Legge 18 aprile 2017 n. 48;

-il D. Lgs. 18 maggio 2018, n. 51, recante attuazione della direttiva (UE) 2016/680 del
Parlamento europeo e del Consiglio, del 27 aprile 2016, relativa alla protezione delle persone
fisiche con riguardo al trattamento dei dati personali da parte delle autorita competenti a fini
di prevenzione, indagine, accertamento e perseguimento di reati o esecuzione di sanzioni
penali, nonché alla libera circolazione di tali dati e che abroga la decisione quadro
2008/977/GAI del Consiglio;

- il Decreto-legge 14 giugno 2019, n. 53 (c.d. Decreto sicurezza-bis) e successiva conversione
in legge;

-la Legge 14 giugno 2019, n. 55 (c.d. Sblocca cantieri) e successiva conversione in legge;

-la Direttiva del M.I. 30 aprile 2015 “Nuove linee strategiche per il controllo coordinato del
territorio”; -la Circolare MININT 29 novembre 2013, “Sistemi di videosorveglianza.
Trattamento dei dati personali”;

-la Circolare del Ministero dell’Interno 558/SICPART/421.2/70/224632 del 2 marzo 2012
recante “Sistemi di videosorveglianza in ambito comunale. Direttiva”;

- il Decalogo del 29 novembre 2000 promosso dal Garante per la protezione di dati personali;
-la Circolare del Ministero dell’Interno dell’8 febbraio 2005, n. 558/A/471;

-il D.L. 23 febbraio 2009 n. 11, recante: “Misure urgenti in materia di sicurezza pubblica e di
contrasto alla violenza sessuale, nonché in tema di atti persecutori”, ed in particolare dall’art.
6,
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-il “Provvedimento in materia di videosorveglianza” Garante dell’8 aprile 2010 e successive
determinazioni, pareri e provvedimenti;

-le Linee guida dell'European Data Protection Board EDPB del 03/2019 sul trattamento dei
dati personali attraverso dispositivi video adottate il 29 gennaio 2020;

CONSIDERATO CHE il sistema di videosorveglianza ricade nella fattispecie prevista
dall’articolo 35 del Regolamento UE 2016/679, c.3 lett. ¢),“Sorveglianza sistematica su larga
scala di una zona accessibile al pubblico” ed ¢ pertanto da considerarsi obbligatoria
I’effettuazione di una valutazione di impatto sulla protezione dei dati (Data Protection Impact
Assessment — DPIA);

APPURATO CHE:

-la valutazione d’impatto della protezione dei dati (DPIA) serve a descrivere un trattamento di
dati per valutarne la necessita, la proporzionalita e i relativi rischi, con I’obiettivo di stabilire
misure idonee ad affrontare i rischi in riferimento ai diritti e alle liberta delle persone fisiche
di cui si effettua il trattamento dei dati.;

-per ogni trattamento € necessario effettuare un’analisi dei rischi (art.24 del Regolamento UE)
finalizzata all’accertamento del livello di rischio per poter a valle di questa valutazione
decidere se il rischio per i cittadini sia elevato o meno e quindi se € necessario procedere con
una valutazione di impatto per I’individuazione delle misure specifiche da adottare (art. 35 del
Regolamento UE) per minimizzare il rischio e se del caso successivamente procedere con una
consultazione preventiva dell’ Autorita di controllo;

RILEVATO CHE ¢ quindi necessario procedere all’effettuazione di una valutazione di
impatto sulla protezione dei dati (Data Protection Impact Assessment — DPIA) mirata a
descrivere il trattamento dei dati per valutarne la necessita e la proporzionalita nonché i
relativi rischi, allo scopo di appontare misure idonee ad affrontarli, in modo da dimostrare la
conformita con le norme in materia di protezione dei dati personali;

DATO ATTO che ¢ stato necessario affidare a soggetti esterni la gestione di servizi finalizzati
all’assolvimento dei vari adempimenti in materia di videosorveglianza ed in particolare:
supporto documentale ai fini della regolarizzazione del sistema di videosorveglianza urbana
integrata e redazione DPIA (Valutazione di Impatto sulla Protezione dei Dati) del sistema di
videosorveglianza;

VISTO il Documento della Valutazione di Impatto sulla Protezione dei Dati (DPIA) che ha
redatto il DPO (Data Protection Officer) ovvero il Responsabile della Protezione dei Dati
(RPD), dell’ Ente I’avvocato Ivan Orru, allegato al presente provvedimento in quanto parte
integrante e sostanziale;

VISTO il parere favorevole alla DPIA in oggetto, espresso dal DPO, acquisito al Prot. gen.
dell’Ente n. 15047 del 19.12.2025 detenuto agli atti d’ufficio;

PRESO ATTO CHE, salvo variazioni anticipate dei mezzi, impieghi, finalita e di qualsiasi
altro elemento qui valutato, 1’aggiornamento della presente valutazione d’impatto sara
necessario con frequenza minima annuale;

RITENUTO NECESSARIO approvare con il presente atto, sulla base delle risultanze
dell’analisi dell'impatto sulla privacy, il sopracitato allegato Documento della Valutazione di
Impatto sulla Protezione dei Dati (DPIA);

VISTO lo Statuto Comunale;

VISTO il TUEL D. Lgs. n.267 del 18/8/2000, n. 267;

Visti i pareri di regolarita tecnica e contabile di cui all’art. 49 e 147 bis del D. Lgs 267/2000;
con votazione unanime, presenti 4 componenti della Giunta;

DELIBERA
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DI ASSUMERE la premessa narrativa quale parte integrante e sostanziale della presente
Deliberazione.

DI APPROVARE JI’allegato documento “Valutazione di Impatto sulla Protezione dei Dati
(DPIA)”, che allegato al presente provvedimento ne fa parte integrante e sostanziale.

DI DARE ATTO che le disposizioni operative sono assoggettate a revisione ogni qualvolta si
rendera necessario, anche in funzione di eventuali criticita riscontrate in sede di applicazione.
DI DARE ATTO che la presente deliberazione non comporta un immediato e diretto impegno
di spesa o una maggiore o minore entrata e, pertanto, non assume rilevanza contabile.

DI DISPORRE che tutti i soggetti coinvolti nella gestione del sistema di videosorveglianza
dell’Ente vengano informati del presente provvedimento e osservino le prescrizioni presenti
all’interno dello stesso.

DI DISPORRE la pubblicazione del presente provvedimento sul sito istituzionale nelle
Sezioni Albo Pretorio, Amministrazione Trasparente, Privacy

DELIBERA INOLTRE

di dichiarare, stante 1’urgenza, il presente provvedimento immediatamente eseguibile, ai sensi
dell’articolo 134, comma 4, del D.lgs. n. 267/2000.
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PARERI ESPRESSI AI SENSI DELL'ART. 49 COMMA 1 e ART. 147 BIS
DEL DECRETO LGS. 18.08.2000, N. 267:

PARERE: Relazione in ordine alla REGOLARITA' CONTAB.

Non rilevante.

Data: 29-12-2025 Il Responsabile del servizio
F.to Cogotti Rita

PARERE: Favorevole in ordine alla REGOLARITA' TECNICA

Data: 29-12-2025 Il Responsabile del servizio
F.to Pittau Alessandra

PARERE: Favorevole in ordine alla REGOLARITA' TECNICA

Data: 29-12-2025 Il Responsabile del servizio
F.to Albai Maria Enrica

I1 presente verbale viene cosi sottoscritto

Il Sindaco I1 SEGRETARIO COMUNALE
F.to Dessi Paolo Luigi F.to Dessi Gloria

ATTESTATO DI PUBBLICAZIONE
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Si attesta che copia della deliberazione viene pubblicata all’Albo Pretorio di
questo Comune — al n. - per 15 giorni consecutivi a partire dal ~ 30/12/2025
Li, 30/12/2025
IL SEGRETARIO COMUNALE
F.to Dessi Gloria

[ JESECUTIVA 30/12/2025 IL SEGRETARIO COMUNALE
F.to Dessi Gloria

[ JANNULLATA

Copia conforme all’originale per uso amministrativo.
Li  30/12/2025
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